[inserire l’intestazione del Servizio di appartenenza del/della Richiedente]
				           
Alla DD 02 Gare – Organizzazione e personale – Sistemi informativi – Consiglio Comunale – Supporto giuridico	(Scrivania Iride Gestione Documentale)

Oggetto: Richiesta accesso alle funzionalità di interrogazione basi dati nazionali tramite PDND

Il/la sottoscritto/a ……………………………, in qualità di Dirigente della Direzione ……..……………, chiede che i/le seguenti dipendenti della direzione:
	Nome
	Cognome
	CF
	Ufficio

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



siano autorizzati/e alle interrogazioni dei dati forniti dagli e-service PDND selezionati nella tabella 1 per la verifica dei dati dei cittadini interessati dai procedimenti. 
(Deve essere fatta una richiesta distinta per ogni gruppo omogeneo di dipendenti)
Il campo Ufficio deve essere valorizzato conformemente agli uffici individuati nella Circolare DAIT n.73 del 31 maggio 2023, e rientrare nei casi previsti dall’Allegato 1:

Mappatura dei dati ANPR per uffici 
In collaborazione con ANCI e ANUSCA sono stati individuati i seguenti uffici o funzioni istituzionali: 
1. Scuola e Pubblica Istruzione 
2. Sociali/Socio sanitari - Welfare 
3. Biblioteche 
4. Governo del Territorio – Sportelli Edilizia 
5. Tributi 
6. Cimiteri 
7. Ambiente 
8. Segreteria Generale – Organi Istituzionali - Circoscrizioni, Decentramento, Quartieri, Istituti di partecipazione 
9. Avvocatura e Uffici competenti per Ordinanze – Ingiunzioni 
10. Notifiche e Spedizioni 
11. Personale – Risorse Umane 
12. Patrimonio mobiliare ed immobiliare 
13. Espropri 
14. Igiene e Sanità Pubblica – Animali d’affezione 
15. Sportello Unico Attività Produttive, Commercio, Attività Economiche, Turismo 
16. Stazione Unica Appaltante 
17. Manutenzioni Lavori Pubbliche, Strade, Infrastrutture 
18. Ragioneria e Servizi Finanziari 
19. Economato 
20. Polizia Locale – Attività di Polizia Giudiziaria 
21. Polizia Locale – Attività Amministrative

Tabella 1. Richiesta e-service abilitati 
	
	Nome
	Finalità
	Verifica puntuale
	Verifica massiva

	☐	ANPR-C015 
Accertamento generalità
	
	☐	☐
	☐	ANPR-C016 servizioAccertamentoDichDecesso 
	
	☐	☐
	☐	ANPR-C017-servizioAccertamentoMatrimonio 
	
	☐	☐
	☐	ANPR-C018-servizioAccertamentoCittadinanza 
	
	☐	☐
	☐	ANPR-C019-servizioAccertamentoEsistenzaVita
	
	☐	☐
	☐	ANPR-C020- 
Accertamento residenza 
	
	☐	☐
	☐	ANPR-C021-servizioAccertamentoStatoFamiglia 
	
	☐	☐
	☐	ANPR-C022-servizioAccertamentoStatoLibero 
	
	☐	☐
	☐	ANPR-C023-servizioAccertamentoVedovanza
	
	☐	☐
	☐	ANPR-C024-servizioAccertamentoPaternita 
	
	☐	☐
	☐	ANPR-C025-servizioAccertamentoMaternita 
	
	☐	☐
	☐	ANPR-C030-servizioAccertamentoIdUnicoNazionale 
	
	☐	☐
	☐	INAD CONSULTAZIONE 
	
	☐	☐
	☐	Registro Imprese 
	
	☐	☐
	☐	ANIST-Accertamento-Frequenze
	
	☐	☐
	☐	ANIST-Accertamento-Titoli
	
	☐	☐
	☐	INPS-Consultazione Attestazione ISEE
	
	☐	☐


Le specifiche di ogni e-service sono disponibili a https://www.interop.pagopa.it/catalogo.

Il campo finalità deve essere valorizzato conformemente alle finalità individuate nella Circolare DAIT n.73 del 31 maggio 2023 Allegato 3.

Verifica puntuale: si intende la verifica di un singolo individuo per volta.

Verifica massiva: si intende la verifica di una lista di individui, prevede il caricamento di un file di CF.

Per quanto riguarda ANPR le richieste dovranno essere conformi a quanto specificato nella Circolare DAIT n.73 del 31 maggio 2023, e rientrare nei casi previsti dall’Allegato 1, vedi tabella 2.






Tabella 2. Casi d’uso 
[image: ]

Le interrogazioni alle banche dati nazionali abilitate avvengono tramite applicativo PDNDExplorer fornito dalla ditta Maggioli SPA.
Il link all’applicativo è disponibile da Area Riservata del sito web comunale con nome PDNDExplorer. Gli accessi avvengono con le credenziali comunicate.

Ai fini di cui sopra, il sottoscritto dichiara che:
· l’accesso agli applicativi è richiesto per l’espletamento delle attività d’ufficio affidate alle/ai suddetti/e dipendenti come previsto dalla Circolare n. 73/2023 del Ministero dell’Interno che, in particolare all’ Allegato 3, individua le finalità che consentono l'accesso all’ufficio come indicato in Tabella 1.
· i/le dipendenti sono stati/e debitamente informati/e in merito ai propri obblighi in materia di riservatezza e segreto d’ufficio con riferimento alle informazioni di cui possono venire a conoscenza mediante l’accesso agli applicativi;
· l’uso agli applicativi è eseguito nel rispetto del “Disciplinare per l’utilizzo delle apparecchiature informatiche e relativi servizi applicativi di rete” del comune, determinazione n. 579 del 14.5.2019;
· la presente autorizzazione di accesso agli applicativi da parte del dipendente è da intendersi valida fino a revoca espressa;
· sarà comunicata tempestivamente ogni variazione all’elenco degli utenti autorizzati;
· gli utenti sono edotti delle funzionalità del sistema di tracciamento degli accessi e delle interrogazioni:
· il sottoscritto e i dipendenti hanno preso visione della nota Protocollo N. 0120382/2025 “DPIA - Analisi del Rischio per Trattamento Dati Personali (GDPR) per accessi tramite PDND”;
· i dipendenti hanno preso visione del Vademecum “Buone pratiche di cyber hygiene per i dipendenti delle pubbliche amministrazioni”, realizzato dall’Agenzia per la Cybersicurezza Nazionale (ACN) approvato Consiglio dei ministri il 22 luglio 2025, disponibile sul sito web comunale con il presente modulo;
· i dipendenti hanno preso visione delle seguenti indicazioni di base per la sicurezza egli accessi:
Si raccomanda la scrupolosa osservanza delle misure di sicurezza poste a tutela della sicurezza informativa e, in particolare, della protezione dei dati personali.
Gli operatori sono tenuti alla scrupolosa osservanza delle best practices durante la propria attività lavorativa, al fine di garantire l’integrità e la riservatezza delle informazioni nonché prevenire rischi derivanti da accessi non autorizzati alla piattaforma PDND. 
In particolare, si raccomanda di: 
· non condividere mai le proprie informazioni personali, come le credenziali di accesso e le password; proteggere i dati significa proteggere l’intero sistema e l’integrità delle informazioni; 
· prima di intraprendere qualsiasi azione richiesta in fase di assistenza, verificare sempre l’autenticità della persona che richiede di intervenire, potendosi trattare di un utente malintenzionato che finge di essere una persona di un’organizzazione che conosci; 
· prestare particolare attenzione quando: 
· viene richiesto di agire rapidamente; non agire mai senza essere sicuri di chi sia il richiedente; 
· in presenza di richieste inaspettate di contatto o informazioni, potrebbe trattarsi di un tentativo di phishing o di social engineering, quali tecniche molto utilizzate per carpire informazioni riservate; 
· programmare sempre gli interventi da remoto con l’azienda o la persona di riferimento; 
· segnalare tempestivamente alle Autorità competenti (DPO, Autorità Giudiziaria, Forze dell’ordine, Garante della Privacy) qualsiasi comportamento anomalo, evento sospetto, richieste insolite o potenziali tentativi di furto delle credenziali; 
· nel caso si sospetti di una possibile compromissione, aggiornare immediatamente le proprie credenziali, cambiando la password;
· non memorizzare dati personali oltre il tempo necessario per l’adempimento per cui sono stati acquisiti. Trascorso tale tempo devono essere cancellati.

Pisa, …………………   						 Il Dirigente 
			                         			……………………..




Protocollazione della richiesta a cura del/della richiedente.
Assegnare per competenza alla scrivania Gestione Documentale della DD 02.			
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